


Examples of Common Types of Scams 
 

 Identify the Red Flags 



Internet Safety Tips 
 
As more people bank and shop online, proper internet security is more important than ever. 
Safeguarding your information can be as simple as consistently reviewing your bank accounts and 
reporting any suspicious activity. But there are a number of other things you can do to stay safer 
online. Here are some tips to help protect you: 
 
1. Use strong passwords 
 
A strong password (one that is not easily guessed by a human or computer) will have eight or more 
characters, including letters, numbers and symbols. Make sure to use different user IDs and 
passwords for your financial accounts and for any other sites you use online. Follow the tips below to 
create a strong password. 

 
• 





Smart Phone Safety 
 
By following these online and mobile security tips, you can help protect your personal information 
from falling into the wrong hands. If you suspect information related to your bank account has been 
compromised, contact your bank immediately for assistance addressing the issue. 

 
1. Secure Your Smartphone 
 
Many mobile devices give you the option of locking your screen, which helps keep data stored on 
them secure. Depending on your phone, this can come in the form of a passcode, a pattern you draw 
on your phone’s touch screen or even your fingerprint. 
 
2. Don’t keep sensitive information on your phone 
 
Sensitive information includes your bank account numbers, identification information, passwords 
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